The Saeima has adopted and

the President has proclaimed the following law:

Per sonal Data Protection Law

(Unofficial translation; the English language texthe Personal Data Protection Law is
provided for information only.)

Chapter |

General Provisions

Articlel

The purpose of this Law is to protect the fundamdmiahan rights and freedoms
of natural persons, in particular the inviolabildprivate life, regarding the
processing of natural person data (hereinaftersopal data).

Article2

The following terms are used in this Law:

1) data subject — a natural person who may be directly or indiyeidentified;

2) consent of a data subject — a freely, clearly expressed affirmation of willa
data subject, by which the data subject allowshiser personal data to be
processed in conformity with information providegithe controller in accordance
with Article 8 of this Law;

3) personal data — any information related to an identified or itikable natural
person;



4) personal data processing — any operations carried out regarding persoral da
including data collection, registration, recordistpring, arrangement,
transformation, utilisation, transfer, transmissama dissemination, blockage or
erasure;

5) personal data processing system — a structured personal data set recorded in
any format that is accessible considering releigenttification criteria of the
person;

6) personal data processor — a person authorised by the data controller, who
carries out personal data processing on behaffeoflata controller.

7) recipient of personal data — a natural or a legal person to whom personal dat
are disclosed,

8) sensitive personal data - personal data that indicate the race, ethngirari
religious, philosophical or political convictions; trade union membership of a
person, or provide information as to the healteexual life of a person;

9) data controller — a natural or a legal person, state or local gowent

institution that determines the purposes and thensief personal data processing
as well as is responsible for the processing dqrel data in accordance with this
Law;

10) third person — any natural or legal person, except for the dakgect, the
controller, the personal data processor and pemsboshave been directly
authorised by the controller or the personal datagssor.

11)identification code of the person - a number that is allocated for the
identification of the data subject.

(With the amendments to the Law on 24.10.2002. and the amendments on
01.03.2007. that came into force on 01.09.2007.)



Article3

(1) This Law, taking into account the exceptionscees in this Article, applies to
the processing of all types of personal data, arahy natural or legal person if:

1) the controller is registered in the Republit.afvia;

2) data processing is performed outside the bofdtse Republic of Latvia
in territories that belong to the Republic of Latinaaccordance with international
agreements;

3) the equipment is located in the territory of Republic of Latvia that is
used for the processing of personal data, exceptdkes when the equipment is
used only for the transmission of personal datauitin the territory of the Republic
of Latvia.

(2) In the cases referred to in Paragraph one,s€l8wof this Article, the controller
appoints an authorised person who is responsibliaédocompliance with this Law.

(3) This Law does not apply to the personal datagesing performed by natural
persons for personal or household and family pwepdsirthermore the personal
data collected are not disclosed to other persons.

(24 October 2002 and 1 March 2007 (in force sin&=gtember 2007)).

Article4

This Law regulates the protection of those persoatttiat have been declared as
official secret objects, taking into account theeptions specified in “The Law On
Official Secrets”.

[24 October 2002; see Transitional provisions]
Article5

(1) Articles 7, 8, 9 and 11 of this Law do not apiplgersonal data are processed
for journalistic purposes in accordance with “LawRness and Other Mass
Media”, for artistic or literary purposes, andstriot prescribed otherwise by law.



(2) In applying the provisions of Paragraph onéhef Article the rights of persons
to inviolability of private life and freedom of esgssion shall be observed.

[1 March 2007 (in force since 1 September 2007)]

Chapter 11

General Principlesfor Personal Data Processing

Article6

Every natural person has the right to protectiohi®personal data.

Article7

Personal data processing is permitted only if mesgribed otherwise by law, and
at least one of the following conditions exists:

1) there is a consent of data subject;

2) the personal data processing derives from ccti@hobligations of the data
subject or, taking into account a request fromdéga subject, the processing of
data is necessary in order to conclude the reles@rttact;

3) the data processing is necessary for the cdatitol perform his duties as
specified by law;

4) the data processing is necessary to protedinimaportant interests of the data
subject, including life and health;

5) the data processing is necessary in order tarerisat the public interest is
complied with or to fulfil functions of public authity for whose performance the
personal data have been transferred to the catiallitransmitted to a third
person;

6) the data processing is necessary in order t@lyowith the fundamental human
rights and freedoms of the data subject, exeraiséul interests of the controller or
of such third person to whom the personal data baea disclosed to.



[24 October 2002; 1 March 2007, in force since fit&mber 2007]

Article 8 (1) When collecting personal data from the datgesu, the controller has
a duty to provide a data subject with the followinfprmation unless it is already
available to the data subiject:

1) the title or name and surname, and the addfdakg data controller and
the personal data processor;

2) the intended purpose and basis for the perstatalprocessing.

(2) Based on the request from the data subjectjdteecontroller has a duty to
provide the following information:

1) the possible recipients of the personal data;

2) the right of the data subject to gain the acte$ss or her personal data
and to make corrections to such data;

3) whether providing an answer is mandatory or naty, as well as the
possible consequences of failing to provide an answ

(3) Paragraph one of this Atrticle is not applicablearrying out personal data
processing without disclosing its purpose is ausiear by law.

[24 October 2002; 1 March 2007, in force since fit&mber 2007]

Article9 (1) If personal data have not been obtained fitwerdita subject, the data
controller has a duty, when collecting or disclgssuch personal data to a third
person for the first time, to provide the data sabyith the following information:



1) the title or the name, surname, and addredseadata controller and the
personal data operator;

2) the intended purpose for the personal data psiog.

(2) Based on the request from the data subjectdteecontroller has a duty to
provide the following information:

1) the possible recipients of the personal data;

2) the personal data categories and the sourdetaihang the data;

3) the right of data subject to gain access twhiser personal data and of
making corrections to such data.

(3) Paragraph one and two of this Article is nqilegable, if:

1) the law provides for the processing of persaaah without informing the
data subject thereof;

2) when processing personal data for scientifstonical or statistical
research, or the establishment of Latvian NatiomahAre foundation, the
informing of the data subject requires dispropordiee effort or is impossible.

[24 October 2002; 1 March 2007, in force since fit&mber 2007s]

Article 10 (1) In order to protect the interests of the datiaject, the data controller
shall ensure that:



1) the personal data are processed fairly and lufu

2) the personal data are processed only in confpmmiih the intended
purpose and to the extent required therefore;

3) the personal data are stored so that the dhjacsus identifiable during a
relevant period of time, which does not exceedithe period prescribed for the
intended purpose of the data processing;

4) the accuracy of personal data and their timpljate, rectification and
deletion, if personal data are incomplete or ineaieuin accordance with the
purpose of the personal data processing.

(2) Personal data processing for purposes otharthizse originally indicated is
permissible if it does not violate the rights of tthata subject and is carried out for
the needs of scientific or statistical researcly amhccordance with the conditions
referred to in Article 9 and Article 10, Paragrapte of this Law.

(3) Paragraph one, Clauses 3 and 4 of this Aricdenot applicable to the
processing of personal data for the establishmiematyian National Archive
foundation according to the procedures specifie@gulatory enactments.

[24 October 2002]

Article 11 The processing of sensitive personal data is piteld, except in cases
where:

1) the data subject has given his or her writterseat for the processing of
his or her sensitive personal data;



2) special processing of personal data, withoutesting the consent of the
data subject, is provided for by regulatory enactisievhich regulate legal
relations regarding employment, and such regulaogactments guarantee the
protection of personal data;

3) personal data processing is necessary to ptibiedfe and health of the
data subject or another person, and the data $ubject legally or physically able
to express his or her consent;

4) personal data processing is necessary to actievawful, non-
commercial objectives of nongovernmental orgarosatiand their associations, if
such data processing is only related to the mentddehese organisations or their
associations and the personal data are not traegfer third parties;

5) personal data processing is necessary for tipppes of medical
treatment, the provision or the administration edlth care services and the
distribution or the administration of medicine anddical devices;

6) the processing concerns such personal datacassay for the protection
of lawful rights and interests of natural or legatsons in court proceedings;

7) personal data processing is hecessary for thasiwn of social assistance
and it is performed by the provider of social assise services;

8) personal data processing is necessary for tablesthiment of Latvian
National Archive foundation and it is performedthg State Archives and
institutions with state storage rights approvedh®yDirector-general of the State
Archives;

9) personal data processing is necessary fortgtatisesearch that is carried
out by the Central Statistics Bureau;



10) the processing relates to such personal datdtt data subject has him
or herself made public.

11) personal data processing is necessary fordtiermance of state
administration functions or for the developmenth# state information systems
determined by the law;

12) personal data processing is necessary foratugal or legal person's
rights or legitimate interests, by requiring comgegtion according to the insurance
contract.

[24 October 2002, 1 March 2007 and 21 February 200@rce since 6 March
2008)]

Article 12 Personal data that relate to the commitment afioal offences,
convictions in criminal matters and administratwalations cases, as well as to the
court decision or court case file, only personsiaused by law are entitled to
process such data and in the cases specified lbgvihe

[1 March 2007, in force since 1 September 2007]

Article 13 (1) The data controller is obliged to disclosespeal data in cases
provided for by law to officials of state and logalvernment institutions. The data
controller shall disclose the personal data onlsuch officials of the state and
local government institutions whom he or she hastified prior to the disclosure
of such data.

(2) Personal data may be disclosed based on &mwriétjuest or agreement,
indicating the purpose for the use of the datagtfprescribed otherwise by law. In
the request for personal data, the informationl §fsaindicated that allows
identifying the personal data requester and tha slatbject, as well as the amount
of the personal data requested.

(3) The personal data received may be used onlhépurposes for which they
have been foreseen.



[1 March 2007, in force since 1 September 2007]

Article 13" Personal identification (classification) codes rbayprocessed in one
of the following cases:

1) the consent of the data subject has been rekeive

2) the processing of the identification codes arisem the purpose of the personal
data processing;

3) the processing of the identification codes isassary to ensure the continuing
anonymity of the data subject;

4) a written permit has been received from DatéeStespectorate.

[1 March 2007, in force since 1 September 2007]

Article 14 (1) The data controller may entrust personal getaessing to the
personal data processor by concluding a writteeeagent.

(2) The personal data processor may process pédatiasentrusted to him or her
only within the amount determined in the contraxd & conformity with the
purposes provided for therein and in accordande thé instructions of the data
controller if they are not in conflict with reguéaty enactments.

(3) Prior to commencing personal data processhrgpersonal data processor shall
carry out security measures for personal data peing determined by the data
controller for the protection of the system in adamce with the requirements of
this Law.

[24 October 2002; 1 March 2007, in force since fit&mber 2007]

Chapter 111



Rights of a Data Subject

Article 15 (1) In addition to the rights referred to in Aléis 8 and 9 of this Law,

the data subject has the right to obtain all thermation that has been collected
concerning him or her in any personal data prongssystem, unless the disclosure
of such information is prohibited by law in thelfief national security, defence
and criminal law or for the purpose of ensuringfthancial interests of the state in
tax collection matters.

(2) The data subject has the right to obtain tifi@mation concerning those natural
or legal persons who within a prescribed time mkhave received information
from the data controller concerning this data sttbje the information to be
provided to the data subject, it is prohibitedridiide state institutions that
administer criminal procedures, carry out inveshgafield work, or other
institutions concerning which the disclosure offsirformation is prohibited by
law.

(3) The data subject also has the right to reghesfollowing information:

1) the title or name, surname, and address ofdteabntroller;

2) the purpose, amount and method of the persatalptocessing;

3) the date when the personal data concerningatzesiibject were last
rectified, data deleted or blocked;

4) the source from which the personal data weraindd unless the
disclosure of such information is prohibited by jaw



5) the processing methods utilised concerning titenaated processing
systems, concerning the application of which tlievidual automated decisions
are taken.

(4) The data subject has the right, within a peabdne month from the date of
submission of the relevant request (not more fretiyéhan two times a year), to
receive the information specified in this Artictewriting free of charge.

[24 October 2002, 1 March 2007, 21 February 20081ce since 6 March 2008]

Article 16 (1) The data subject has the right to requestttisadr her personal data
are supplemented or rectified, as well as that freicessing would be suspended
or that the data be destroyed if the personalal@&acomplete, outdated, false,
unlawfully processed or are no longer necessarthismpurposes for which they
were collected. If the data subject is able tafyshat the personal data are
incomplete, outdated, false, unlawfully obtainedchorlonger necessary for the
purposes for which they were collected, the datdrofier has an obligation to
rectify this inaccuracy or violation without delapd notify third parties who have
previously received such processed personal data.

(2) [Excluded on1 March 2007].

(3) The data subject has the right to receive ftloendata controller a written and
grounded answer regarding the considered requéshwine month since the
request was submitted.

[1 March, 2007; 12 June 2009]

Article 17 Articles 15 and 16 of this Law are not applicablhé processed data
are used only for the needs of scientific andstiaéil research or the establishment
of Latvian National Archive foundations in accordarand based on regulatory
enactments, no activities are carried out and eeas are taken regarding the
data subject.

[24 October 2002, in force since 27 November 2002]



Article 18 If the data subject disputes an individual decisiat has been taken
only based on the automated data processing, aatesy amends, determines or
terminates legal relations, the data controllerandaty to review it. The data
controller may refuse to review such a decisiahhfs been taken based on the
law or based on the contract that has been conthwdk the data subject.

[24 October 2002; 1 March 3007, in force since fit&aber 2007]

Article 19 The data subject has the right to prohibit the @ssing of his or her
personal data for commercial purposes in casegeéféo in the Article 7, Clause 6
of this Law, for their use regarding information ist¢ services, market and public
opinion research, genealogical research, exceggisas where the law provides
otherwise.

[1 March 2007, in force on 1 September 2007]

Article 20 If the data controller fails to respect the obligas determined in this
Law, the data subject has the right to appeal ta B#dte Inspectorate the refusal
of the data controller to provide the informati@ferred to in the Article 15 of this
Law or perform the activities referred to in Artidé of this Law, attaching the
documents as the approval that the data contratfeses or fails to perform the
obligations determined by the law.

[12 June 2009]

Chapter 1V

Notification and Protection of Personal Data Processing

[Title of this chapter according to the amendmerfits March 2007, in force since 1
September 2007]

Article 21 (1) All state and local government institutionse tiatural persons and
legal persons that carry out or wish to commeneg#rsonal data processing,
notify it in the order determined by this law;



(2) The notification procedure prescribed by thisvlis not applicable to personal
data processing:

1) for the purposes of bookkeeping and personerdekeeping;

2) for the information systems of state and lo@alegnment institutions when
the data gathered there are publically available;

3) for journalistic purposes in accordance withlthes on Press and Other Mass
Media;

4) for archiving purposes in accordance with thewlan the Archives”;

5) if it is carried out by religious organizations;

6) if the data controller has registered the peabdata protection officer in
accordance with the procedures prescribed in thig La

7) if the data processing is carried out in accocdawith the Article 7, Clause 1
and 2, or Article 13

8) it is carried out for scientific, statisticaldagenealogical research purposes.

(3) The exemptions referred to in Paragraph 2 isfAlnticle are not applicable if:

1. the personal data will be transferred to the cquifitat is not Member State
of the European Union or the European Economic Area,;

2. the personal data are processed in relation walptavision of financial
services, market or public opinion research, sielear evaluation of



personnel as entrepreneurship if it is provided asrvice to other
companies/ state institutions/ natural personflingfor lotteries;

3. the information on person’s health is processed,;

4. personal data processing relates to criminal offepsriminal records in
criminal and administrative violation cases.

[1 March 2007, 12 June 2009]

Article 21 (1) The data controller may not notify personal gatacessing, if he or
she designates the personal data protection afff@sonal data protection officer
is not personal data processor.

(2) A natural person can be assigned as persotapdatection officer who has
higher education in jurisprudence, information tealbgy or similar field and who
has been trained according to the order specifyetid Cabinet of Ministers.

(3) The data controller grants the necessary foolthe personal data protection
officer, provides the necessary information an@g$ees the time within the
working hours when the officer could perform alse tuties of personal data
protection officer.

(4) The data controller shall register the persdaah protection officer in Data
State Inspectorate.

(5) The register of personal data protection offide publicly available. The
following information on personal data protectidficers is indicated in the
register:

1. the name and surname of the person, contact infanm@ddress, telephone
number, e-mail address);

2. the period for which the person is appointed,;



3. the place of personal data processing and infoomain the possibilities to
receive the information referred to in the Arti@l2, Paragraph 1 of this Law.

(6) Data State Inspectorate may postpone the ratiist of personal data
protection officer, if all the information referréd in Paragraph 5 of this Article is
not submitted.

(7) Data State Inspectorate does not registere¢hsopal data protection officer, if:
1) he or she does not meet the requirements oL&ws
2) one of the cases referred to in Article 22 of ttaw has occurred.

(8) Data State Inspectorate excludes the persatalptotection officer from the
register in the following cases where:

1) the application from the controller on exclusairthe personal data
protection officer from the register has been nesxi

2) in the period of one month after the registratb personal data
protection officer the controller has not submittgdapplication for the exclusion
of the personal data processing from the Regi$teemsonal Data Processings.

(9) Data State Inspectorate takes the decisioh®negistration of the personal
data protection officer within 15 days after alltbé information referred to in
Paragraph 5 of this Article has been submitteddtalstate Inspectorate.

(10) Data State Inspectorate may exclude the paltsiata protection officer from

the register and request the registration of peisdeta processing in accordance
with Article 22 of this Law, if Data State Inspecite concludes the violations of

this Law regarding personal data processing thatéempetence of the personal
data protection officer.

[1 March 2007, 12 June 2009]



Article 21% (1) The personal data protection officer organizestrols and
supervises the compliance of the personal dateepsotg carried out by the data
controller with the requirements of this law.

(2) Personal data protection officer creates thester where the information
referred to in Paragraph 1, Article 22 of this Lavwentered (except the information
referred to in the Paragraph 1, Clause 10 andfihecsame Article), which on the
request of data subject or Data State Inspectehati be provided free of charge.

(3) The obligation of the personal data protectificer is to retain and not
disclose without the legal ground the personal disa after the termination of the

employment relationship or resigning from the adfic

(4) The personal data protection officer prepanesannual report on his or her
activities and submits it to the data controllenwaaly.

[1 March 2007, 12 June 2009]

Article22 (1) The institutions and persons referred to inAhecle 21 of this Law
which wish to commence personal data processingsianit a notification
application to Data State Inspectorate that in@utie following information:

1. the name, surname, and personal code (for legsbper the title and the
registration number), address and telephone nuoilibe data controller;

2. the name, surname, and personal code of the pédatagprocessor (if
applicable), address and telephone number (fot pegyaons — the title and
the registration number);

3. the legal basis for the personal data processing;

4. the types of personal data and the purposes abpardata processing;



5. the categories of data subjects;

6. the categories of personal data recipients;

7. the intended method of personal data processing;

8. the foreseen method of personal data obtaining;

9. the place of personal data processing;

10.the holder of information resources or technicabreces, as well as the
responsible person for the information system sggur

11.technical and organisational measures ensuringrtftection of personal
data; and

12.what personal data will be transferred to othemtioes, that are not the
Member States of the European Union or European Haionérea.

(2) Data State Inspectorate shall identify the @eatdata processing where the
risks regarding the data subjects' rights and teedare feasible. For such
personal data processing the prior checking israhated.

(3) When notifying the personal data processingal3ate Inspectorate shall issue
a certificate of the personal data processinginatibn to the controller or to his or
her authorised person.



(4) Prior to making the changes to the persona daicessing, such changes shall
be notifies to Data State Inspectorate exceptrifoernation referred to in the
Paragraph one, Clause 11 of this Article.

(5) If the technical and organisational measurabh®fpersonal data processing are
changed that significantly impact the protectiotihef personal data processing,
information regarding it shall be submitted witlaiperiod of one year to Data
State Inspectorate.

(6) If the data controller changes or the operatibtihe data controller is
terminated, he shall submit to Data State Inspat#dhe application on the
exclusion of the personal data processing fronRibgister of the Personal Data
Processings.

(7) Data State Inspectorate shall take a decisioth® data controller’s exclusion
from the Register of the Personal Data Processagwgell as on annulling the
notification certificate of the personal data psirg if:

1. the data controller has not prevented the breastibm the time limit
specified by Data State Inspectorate;

2. the data controller has not submitted to Data Stesjgectorate the
notification on the changes regarding the persdatdl processing within
one month after the changes of personal data Biocesave been made or
has not submitted the application referred to enRlaragraph six of this
Article.

(8) The Cabinet of Ministers determines the follogvsamples of application
forms:

1) application on the notification of the persodata processing;



2) application on the notification of the changegarding the personal data
processing;

3) application on the registration of the persafah protection officer;

4) application on the exclusion of the personahgaibcessing from the
Register of the Personal Data Processings;

5) application on the exclusion of the personahgbabtection officer from
the register of Data State Inspectorate.

3. For the notification of each personal data procggssr the notification of
the changes referred to in Paragraph four of thigl&, a state tax shall be
paid according to the procedures and in the anmgpatified by the Cabinet
of Ministers.

[1 March 2007, in force since 1 September 2007]

Article 23 (1) Data State Inspectorate may postpone thetratos of personal
data processing or the decision on the registratimmanges to the personal data
processing, if:

1) the deficiencies are concluded within the ncdifion form of the personal
data processing;

2) all of the information referred to in Article 2 this Law is not
submitted;

3) the state tax has not been paid.

(2) Data State Inspectorate shall not registenti#ication of the personal data
processing or may take a decision on refusal tisteagthe changes regarding
personal data processing, if:

1) within the time limit of 30 days the data cofigtphas not prevented the
deficiencies identified and reported by Data Skaspectorate;

2) the application form for notification of the genal data processing or
notification of changes regarding the personal gataessing is submitted by the
person who shall not be considered as the dataotientaccording to this law;

3) on inspection of the personal data processimgbteaches of legal acts
are determined regarding personal data protection.



(3) Submitting the documents repeatedly, aftetithe limit set in this law for
prevention of deficiencies identified in the documse the applicable state tax
should be paid repeatedly.

(4) In cases determined in Paragraph two, Clauddlfis Article, state tax shall
refunded in accordance with decision of Data Statpectorate.

[1 March 2007, in force since 1 September 2007]

Article 24 (1) Data State Inspectorate shall include thermé&dion referred to in
the Paragraph one and four of the Article 22 of tlaw in the Register of the
Personal Data Processing, except the informati@nreal to in the Paragraph two,
Clause 10 and 11 of this Article. The register iblmly available.

(2) In the register mentioned in the Paragraphadrtiis Article the information on
the personal data processing shall not be incltitds regulated by the Law On
Official Secrets and the Investigatory OperationalLa

[1 March 2007, in force since 1 September 2007]

Article 24" The registers referred to in the Paragraph fivartitle 21* and
Paragraph one of Article 24 of this law are the ponent parts of the personal data
processing supervision information system. The petistiata processing
supervision information system is the state infdromasystem; its operation is
organized and administered by Data State Inspdetora

[1 March 2007, in force since 1 September 2007]

Article 25 (1) The obligation of the data controller and pleesonal data processor
is to use the necessary technical and organizate@asures in order to protect the
personal data and to prevent their unlawful prangss

(2) The data controller shall control the form efgonal data recorded and the time
of recording and is responsible for the actionthofe persons who carry out
personal data processing.

[24 October 2002; 1 March 2007, in force since fit&aber 2007]

Article 26 (1) The mandatory technical and organisationaliregqents for the
protection of personal data processing shall berdehed by the Cabinet of
Ministers.

(2) Once in two years state and local governmastitirtions shall submit to Data
State Inspectorate the audit reports on personalmtacessing, including the risk



analysis and a report regarding measures implechémtée field of the
information security. The requirements for auditortghall be determined by the
Cabinet of Ministers.

(3) and (4) [Excluded on 12 June 2009]

[24 October 2002, 19 December 2006, 1 March 200 duhe 2009]

Article 27 (1) Natural persons involved in personal data @semg shall make a
commitment in writing to preserve and not discltsepersonal data in an
unlawful manner. Such persons have a duty notstcake the personal data even
after the termination of the legal employment ielahips or other contractually
specified relations.

(2) The data controller is obliged to keep a rearthe persons referred to in the
Paragraph one of this Article.

(3) When processing the personal data, the processioe personal data shall
comply with the instructions of the data contraller

[March 2007, in force since 1 September 2007]

Article 28 (1) Personal data may be transferred to anothertgothat is not the
member state of the European Union or the Europeandadic Area, if that
country ensures such level of data protectiondbatesponds to the relevant level
of the data protection that is in force in Latvia.

(2) Exemptions from compliance with the requiremsaeferred to in the Paragraph
one of this Article are permissible if the datatroller undertakes to perform the
supervision regarding the performance of the relepeotection measures and at
least one of the following conditions is compliedhwy

1) the data subject has given the consent;



2) the transfer of the data is necessary in oaérlfil an agreement
between the data subject and the controller, theopal data are required to be
transferred in accordance with contractual oblayetibinding upon the data subject
or taking into account a request from the dataestipjhe transfer of data is
necessary in order to enter into a contract;

3) the transfer of the data is necessary and respigsirsuant to the
prescribed procedures, in accordance with sigmifisgate or public interests, or is
required for the legal proceedings;

4) the transfer of the data is necessary to prtiedife and health of the data
subject;

5) the transfer of the data concerns such perstatalthat are public or have
been stored in a publicly accessible register.

(3) The evaluation of the level of personal dataqxtion in accordance with
Paragraph one of this Article shall be performedlaya State Inspectorate and it
shall issue a permission in writing for the transfethe personal data.

(4) In order for the data controller to ensuregbpervision on the performance of
the relevant protection measures in accordancethatlfraragraph two of this
Article, the data controller and the personal datziver shall conclude the
agreement on the personal data transfer. The segants for the mandatory
provisions for this contract shall be determinedh® Cabinet of Ministers.

(5) Personal data can be transferred to the otlkeertbar state of European Union or
the European Economic Area if that country ensuneb &vel of data protection
as corresponds to the relevant level of the daiegption in force in Latvia.

[24 October 2002; 1 March 2007, in force since fit&aber 2007]



Article 29 (1) The supervision of the personal data protactimall be carried out
by Data State Inspectorate, which is subject tethpervision of the Ministry of
Justice and operates independently, and permarfaltiilyng the functions
specified in regulatory enactments, taking theslens and issuing the
administrative acts in accordance with the law.al#tiate Inspectorate is a state
administration institution whose functions, rightsd duties are determined by law.
Data State Inspectorate shall be managed by adalinebo shall be appointed and
released from his or her position by the Cabindflmiisters pursuant to the
recommendation of the Minister for Justice.

(2) Data State Inspectorate shall act in accordaibeits bylaws approved by the
Cabinet of Ministers. Every year Data State Inspattoshall submit a report on its
activities to the Cabinet of Ministers and shabimh it in the newspapératvijas
Vetsnesis [the official Gazette of the Government of Latvia).

(3) The duties of Data State Inspectorate in thlel of personal data protection are
the following:

1) to ensure the compliance of personal data psoag# the country with
the requirements of this Law;

2) to take decisions and review complaints regarttie protection of
personal data;

3) to register the personal data processing;

4) to propose and carry out activities aimed aimgithe effectiveness of
personal data protection and provide opinions erctinformity of personal data
processing systems to be established by the stdteal government institutions
to the requirements of regulatory enactments;

5) together with the Office of the Director Genayhthe State Archives of
Latvia, to decide on the transfer of personal dedagssing systems to the State
Archives for storage thereof;

6) [Excluded on 12 June 2009].

(4) In the field of personal data protection, tlghts of Data State Inspectorate are
the following:

1) in accordance with the procedures prescribegkfylatory enactments, to
receive free of charge the necessary informatiom fthe natural persons and legal
persons for the performance of functions pertainmipspection;

2) to perform an investigation of a personal date@ssing;



3) to impose data blockade, to request the deletia®estruction of the
inaccurate or unlawfully obtained data, or to dethaipermanent or temporary
prohibition of data processing;

4) to bring an action to court for violations ofstth.aw;

5. to annul the personal data processing notificatentificate if by
investigating the personal data processing vialati@re concluded;

6. to impose administrative penalties according topifeeedures specified by
law regarding violations of personal data procagsin

7) to perform the inspections in order to deternimeconformity of
personal data processing to the requirements afatgyy enactments in cases
when it is prohibited by law to the data controtieiprovide information to the data
subject and the relevant request from the datastibps been received.

[24 October 2002; 1 March 2007; 12 June 2009, ioegf@n 1 September 2009]

Article 30 (1) In order to perform the duties referred té\iticle 29, Paragraph
three of this Law, the director of the Data Stasgpbttorate and the Data State
Inspectorate employees authorised by the direlstve the right:

1) to freely enter any non-residential premisesre/tige personal data
processing is carried out, and in the presenclkeofdpresentative of the controller
carry out the necessary inspection or other measnm@der to determine the
compliance of the personal data processing proeedglith the law;

2) to require written or verbal explanations frony aatural or legal person
involved in personal data processing;

3) to require that documents are presented and iotfoemation is provided
that relates to the personal data processing lespgcted;



4) to require inspection of a personal data proogsany equipment or
information carrier of personal data, and to deteenan expert’'s examination to be
conducted regarding questions subject to invesbigat

5) to request assistance of officials of law ergoment institutions or other
specialists, if necessary, in order to ensure padace of its duties;

6. to prepare and submit materials to law enforcenmastitutions in order for
offenders to be held to liability, if necessary;

7. to draw up a statement regarding administrativiatimns case regarding the
personal data processing.

(2) The officials of Data State Inspectorate inealvn registration and inspections
shall ensure that the information obtained in tfteec@ss of registration and
inspections is not disclosed, except the infornmatit is publicly accessible. Such
prohibition shall also remain in effect after thf@éaals have ceased to fulfil their
official duties.

[24 October 2002; 1 March 2007, in force since fit&mber 2007]

Article 30! Data State Inspectorate is the national supesvisstitution that is
carrying out the supervision of the national pathe Schengen Information
System and carrying out the inspections regardiegersonal data entered into the
Schengen Information System if they are procességialating the rights of the
data subject.

[1 March 2007, in force since 1 September 2007]

Article 31 Decisions of Data State Inspectorate may be apgédalthe court.

Article 32 Once violating this Law, harm or losses have beeseaxto the person,
he or she has the right to receive compensatiooraicgly.

Transitional Provisions

1. Chapter IV of this Law, “Registration and Protectof a Personal Data
Processing System”, shall come into force on 1 aan2001.



2. The institutions and persons referred to indetR1 of this Law that have
commenced their operations before this Law camefartee, shall notify to Data
State Inspectorate by 1 March 2003. After expiryhid term, non-notified systems
shall cease operation.

[24 October 2002]

3. Amendments to Article 4 shall come into forceloduly 2003, but the
amendments (24 October 2002) to the Article 29%déaph one shall come into
force on 1 January 2004.

[24 October 2002; 1 March 2007, in force on 1 Smaber 2007]

4. Personal data processing systems, which thislidwot oblige to notify to Data
State Inspectorate until 28 November 2002, shatidigied by 1 July 2003.

[24 October 2002; 1 March 2007, in force on 1 Saber 2007]

5. The data controllers that have notified persdiagh processing systems until 1
September 2007 shall submit to Data State Inspetetdiree of charge, additional
information, to ensure the compliance of informatom personal data processing
in accordance with provisions determined in ArtigRof this law.

[1 March 2007, in force since 1 September 2007]

6. Data State Inspectorate until 1 March 2008 shallude personal data
processing systems which contain personal data tihenRegister of Personal Data
Processings that this law does not foresee to tiged also regarding those cases
when one of the cases prescribed in the ArticleP22agraph six of this law has
occurred.

[1 March 2007, in force since 1 September 2007]

7. Data State Inspectorate until 31 December 204D exclude from the Register
of the Personal Data Processings those processimyse notification is not
foreseen by this law.

[12 June 2009]



Informative Referenceto European Union Directive
[21 February 2008, in force since 6 March 2008]

The legal provisions deriving from the Directive &4&/EC of the European
Parliament and of the Council of 24 October 199%henprotection of individuals
with regard to the processing of personal datacemithe free movement of such
data are incorporated in this law.

This Law has been adopted by eeima on 23 March 2000.

President V. Vike-Freiberga

Riga, 6 April 2000



